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Spears & Barki (2010) employed qualitative and quantitative evaluation approaches in

order as part of their research on user engagement in risk management.

They began by using qualitative approaches to gather as much information as possible about how users interact with the target system and then creating a process model

based on that data. They next put their model to the test using quantitative approaches. (Spears & Barki, 2010).

Users should be involved in risk management for two reasons, according to Spears and Barki (2010). The first is to raise enduser knowledge of security threats and controls, which they claim will improve corporate security. The second reason is to get a better knowledge of the business processes that

underpin the IT systems that are at risk, allowing security mitigations to be better matched with business objectives. (Spears & Barki, 2010).

Quantitative data is any information that can be quantified, tallied, or measured and given a numerical value and research makes use of numerical data.

Qualitative data is descriptive and is expressed in words rather than statistics and

research, which focuses on customer traits, seeks to understand the "why" behind the facts.

Spears, (2006) According to this paper, in the absence of effective user participation in the ISSRM, low quality user input would be used in risk assessment. Without both qualitative and quantitative data, doing an effective data analysis is difficult. (Spears, 2006)
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